## **Parking lot USB exercise**

| **Contents** | Write **2-3 sentences** about the types of information found on this device.   * *There are files on this USB drive that contain PII like names and phone numbers.* * *There are sensitive work related files on this USB drive like Shift schedules, hire letters, resumes, and a budget.* * *It is not safe to store personal files with work related files.* |
| --- | --- |
| **Attacker mindset** | Write **2-3 sentences** about how this information could be used against Jorge or the hospital.   * *You could potentially use the information on the drive to contact other employees to trick them. You could use this information to gain understanding of their finances. You could use this data to gain understanding of the business’ finances.* * *This information could be used against relatives by tricking them into thinking that the attacker is Jorge.* * *The information can’t provide access to the business.* |
| **Risk analysis** | Write **3 or 4 sentences** describing technical, operational, or managerial controls that could mitigate these types of attacks:   * *You can install malware onto a usb drive that will be executed if someone were to find it and insert it into their pc.* * *What sensitive information could a threat actor find on Business related information and personal information could be found by an attacker if they were to find this type of device.* * *The information could be used to gain access to an organization or to blackmail/impersonate the employee.* |